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Overall description
SA2 has discussed the reply LS from SA3 on “Authentication for UEs not Supporting NAS” in S3-190519/ S2-1902947 and would like further clarification from SA3.
SA2 has considered the use case in which the non 5G NAS capable devices are connected to 5GC via fixed broadband access. These devices which use non-3GPP access only can be IoT devices, laptop, etc. The 5GS can be deployed to support only these devices with DOCSIS/cable access technology as defined in TS 23.316; in which case, it can be seen as an isolated network from devices with 3GPP RAT.
Furthermore, an earlier SA3 LS “Reply-LS on FN-RG authentication and related questions (S3-190518)” has confirmed that FN-RG can be connected to 5GC via W-5GAN without the use of 3GPP credentials and EAP-AKA’ primary authentication.  
Within this context of the devices which do not support NAS and do not use any 3GPP RAT, accessing the 5GS as indicated above, SA2 kindly asks SA3 feedback on the following questions:
Questions:
In the SA3’s reply LS on “Authentication for UEs not Supporting NAS” below:
	SA3 answer:  "non-5G-capable over WLAN" UEs shall use 3GPP credentials and EAP-AKA’ primary authentication with credential storage as required in TS 33.501, clause 6.1. EAP-TLS as described in informative Annex B of TS 33.501 is not applicable to access 5GC of a public network.




Q1. According to TS 33.501, clause 6.1, the requirement of using 3GPP credentials and EAP-AKA’ primary authentication with credential storage apply only to device with 3GPP RAT. It is understanding of some companies that this condition does not apply to device with only non-3GPP access technology using fixed broadband access, can SA3 confirm this understanding? If not, pls elaborate with technical details. 
Q2. Can SA3 confirm that device with only trusted non-3GPP access technology using WLAN access technology is also excluded from the conditions in TS 33.501, clause 6.1?

The Annex B of TS 33.501 indicates that “The additional EAP methods are only intended for private networks or with IoT devices in isolated deployment scenarios, i.e. roaming is not considered, as specified in TS 22.261 [7].” SA2 has technically endorsed a solution (see attachment) to allow device without NAS support and without 3GPP RAT access (e.g, IoT devices, etc) to use non-3GPP access technology (e.g, DOCSIS/cable) with the use of additional EAP methods defined in TS 33.501 Annex B. Some companies believe that the use of additional EAP methods for primary authentication in this scenario requires further reviews from SA3.
2
Actions
To SA3 group
ACTION: 

1. SA2 kindly asks SA3 to provide answer to above questions.
2. SA2 kindly asks SA3 to review the attached solution and provide feedback.
To SA1 group
ACTION: 

1. Some companies believe that the use of alternative (e.g., to AKA) authentication methods with non-3GPP identities and credentials for fixed broadband access (e.g, DOSCIS/cable) to 5GS is covered by TS 22.261 only for IoT devices in isolated deployment scenarios, but not for laptops, etc.  SA2 kindly asks SA1 to provide feedback to this statement.
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